
 

 

TeamConnect® Enterprise 

6.3.5 Patch 1 

Release Notes 
 

TeamConnect® Enterprise 6.3.5 Patch 1 (PTC6350001) resolves the following issues: 

Issue: Task/Expense codes are not deactivated after deselecting the checkboxes 

Tracking code: SUPPORTPRI-62637 

Case Number: 2021-0831-825630 

This patch will be merged into the TeamConnect Enterprise 6.3.6 update. 

 

Issue: Documents larger than the maximum file size can be uploaded 

Tracking code: SUPPORTPRI-62580 

Case Number: 2021-1026-849994 

This patch will be merged into the TeamConnect Enterprise 6.3.6 update. 

 

Issue: Embedded Objects does not show active child items if the parent item is deactivated 

Tracking code: SUPPORTPRI-62512 

Case Number: 2021-1118-860289 

This patch will be merged into the TeamConnect Enterprise 6.3.6 update. 

 

Issue: TeamConnect - Appointments - Editing all-day appointment in a different time zone than it 
was created in creates a second all-day event 

Tracking code: SUPPORTPRI-62724 

Case Number: 2021-1215-870066 

This patch will be merged into the TeamConnect Enterprise 6.3.6 update. 

 

Issue: Validation Rule on contact to update detail not working 

Tracking code: SUPPORTPRI-62793 

Case Number: 2021-1223-872816 

This patch will be merged into the TeamConnect Enterprise 6.3.6 update. 

 

  



 

 

Issue: Logs filled with elastic search exceptions trying to get the Field Limit. 

Tracking code: SUPPORTPRI-63113 

Case Number: N/A 

This patch will be merged into the TeamConnect Enterprise 6.3.6 update. 
 

 

 

Log4j Vulnerability 
 

• Upgraded Log4j 1.x to use Reload 4j 

• Removed all references to log4j-core 2.x 

• log4j-api 2.x is not vulnerable per: 

https://logging.apache.org/log4j/2.x/security.html#:~:text=other%20than%20Java.-

,Note%20that%20only%20the%20log4j%2Dcore%20JAR%20file%20is%20impacted%20by%20this

%20vulnerability.%20Applications%20using%20only%20the%20log4j%2Dapi%20JAR%20file%20wi

thout%20the%20log4j%2Dcore%20JAR%20file%20are%20not%20impacted%20by%20this%20vul

nerability.,-Also%20note%20that  
 

NOTE - Any earlier Patches will be overwritten when swapping the war 

Issue: Log4j2 JNDI vulnerability 

Tracking code: SUPPORTPRI-62516 

Case Number: N/A 

 

OVERVIEW 

The following list summarizes the procedures to install this patch. 

1. Replace the WAR file. 

2. Update the database and version information. 

Refer to PTC6350001_Instructions.pdf, in the same folder as these release notes, for more details about 
installing this patch.ss 

 
 


